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ABSTRACT
Human-Computer Interaction (HCI) researchers have been study-
ing end-users for many decades using a rich toolbox of study
methodology for their work. Thus ample knowledge exists on how
to recruit and conduct studies with end-users. While studying and
helping end-users is a worthwhile goal, developers are humans too
and studying and helping them is also essential. However, recruiting
and studying developers is much more challenging than end-users
because we still lack much of the best practice knowledge we have
with end-users. In particular, recruitment is a challenge that is af-
fected by both the scarcity of developers, financial constraints but
also by the study design. There are still many open questions: Can
we recruit CS students as proxies for company developers? Can we
recruit online Freelancers to get large sample sizes? How high does
the compensation need to be? Can we break down complex tasks
into smaller ones to ease recruitment? In this paper, we present
a meta-research agenda to set up a framework to answer these
questions.
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1 INTRODUCTION
A common approach in software engineering studies is the re-
cruitment of convenience samples, such as computer science (CS)
students (e.g., [1, 4, 7, 15, 20, 23, 28]). To widen the recruitment
pool and include non-student participants, it is common for re-
searchers to resort to online studies and recruit participants online
(e.g., [2, 3, 5, 14, 16, 17, 25, 29, 31]). Diverse recruitment strategies
have been used, such as cold-calling programmers on platforms
such as Stack Overflow, GitHub, Meet-up groups, etc. or posting
open invitations on social media, in forums, newsletters, and events,
with the expectation being that participants without programming
knowledge will not sign up for the studies [3, 6, 26]. Recruitment
of developers and study design are closely intertwined topics. It is
considered best practice that end-user studies should not be longer
than 20 minutes. However, programming tasks are often complex
and take hours or days. This significantly impacts recruitment and
compensation. Recruiting developers to spend 20 minutes on an
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online survey does not pose the same challenge as asking them to
spend eight hours in a lab. There are many variables that affect
recruitment: Incentives, target developers (e.g., CS students, free-
lancers, company developers), task design, deception (very relevant
for security studies), location and type of study (online, lab, field,
qualitative, quantitative). We consider the effect these study design
variables have to be a multi-dimensional meta-research problem
and propose a research approach to study these variables. As part
of the ERC Project Frontiers of Usable Security, we conducted a
series of meta-studies explicitly looking at recruitment and design
of developers studies. In the following, we present our methodology
to encourage others to also gather evidence on how recruitment
and study design affect the research itself.

2 RESEARCH METHODOLOGY
Our research methodology consists of two parts: a primary study
and a meta-study. The primary study consists of some developer-
centric research questions such as: does a particular library help
developers to store passwords securely, what effect does pair pro-
gramming have, etc. This primary studywill often contain a variable
of interest, such as the used library. In most cases, researchers will
design a study based on their best judgment and recruiting capabili-
ties - the latter often being the limiting factor, e.g., a lab study using
CS students is used because they are available or an online study is
run with volunteers from Github to avoid students, but this limits
the task size due to the volunteer nature. Our approach consists of
taking such a study and varying the study design variables - called
meta-variables in the following - and running a randomized control
trial on them. Figure 1 shows an example. Here the primary study
consists of a randomized control trial concerning password storage
and the independent variable is the library used (JSF vs. Spring).
For the meta-study, we run the primary study several times varying
the recruitment method. In this case, we have two independent
meta-variables (lab vs. online) and (students vs. online freelancers
vs. company developers). With this approach, we can gather infor-
mation on how the different recruitment options affect the study
results. In the following, we highlight some meta-research goals:

2.1 Meta-Research Goals
2.1.1 Incentives. Research and systemize how incentives influence
the ecological validity of developer studies: End-user studies are
usually fairly brief (often less than an hour) but nevertheless cover
an entire end-user task (such as creating a password). They are
often conducted with a large number of unskilled workers or stu-
dents (often hundreds and sometimes thousands) with fairly low
compensation (sometimes in the sub-euro range). In contrast, most
developer tasks are more complex and take more time (hours or
even days). In addition, developers are unlikely to be incentivized
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Figure 1: Meta-Research Methodology

to take part in studies in return for a small amount of money. Vol-
untary participation is uncommon in end-user research, since it
is generally believed to bring with it a particularly strong form of
self-selection bias, since it mainly recruits altruistic participants.
However, this bias might be negligible in the case of developer
studies and maybe even be preferable to the skill bias that might
be incurred by using financial incentives. Developers tend to lack
time rather than money and so financial incentives might not be
as effective as altruistic ones. These variables are unknown and
need to be researched to enable future developer recruitment to be
conducted efficiently while avoiding unnecessary biases created
through the participant recruitment method. An example of a study
in which we analyzed payment incentives can be found in [17].

2.1.2 Task Design. Research and systemize how task design affects
the ecological validity of developer studies: Due to the complexity
of development tasks, the effort and time required to complete a
task are far greater than for end-user studies. The requirement
for a certain level of expertise and the time constraints of most IT
security-professionals further increases the difficulty of recruiting
large numbers of participants. Thus, it is desirable to be able to
split complex tasks into sub-tasks and study them separately. This
may, however, significantly affect the study design and potentially
the results but is probably a necessity for effective recruitment. An
example of a study we conducted can be found in [11].

2.1.3 CS Students, Online Freelancers and Company Developers.
Research whether students are a viable proxy for developers in us-
ability studies: Unlike traditional HCI research that discourages the
recruitment of students and often completely excludes CS students,
CS students might offer a good facsimile for professional developers
and thus are a viable population to conveniently conduct studies
with. If this is the case, it would greatly ease developer research,
since recruiting students to take part in a study tends to be much
easier than recruiting professional developers. Online freelancers
are another interesting recruitment option since with a sufficient
budget, a large number of participants can be recruited very easily.
However, without knowing more about the population, it is hard
to judge how they compare to students and company developers.
An example of a study in which we analyzed different developers
can be found in [9, 16, 17, 30].

2.1.4 Deception. Research how deception or lack thereof affects
developer usability studies: Deception in studies has a long history
of being debated both in terms of ecological validity and ethics [22].
In the Usable Security community, deception is commonly used,
since it is believed that if end-users know a study is about their
security behavior, then that knowledge will affect the very behavior
the researchers are aiming to study [21, 27]. However, this is not
true for all studies. We have shown that for an end-user password
study we ran, deception had no effect [13], showing the need to
study these questions on a case-by-case basis. This also affects
recruitment since the study description (with or without deception)
could attract different participants. It must also be considered that
it might be harder to deceive developers about the true purpose of a
study and also annoy them if they agreed to help research a specific
topic to then find out it is a different one. Without knowing how
this affects recruitment and execution of the study. An example of
a study where we analyzed deception can be found in [9, 17–19].

2.1.5 Location and Type. Research the effects the different study
forms (lab, online, field) have on developer participants: The study
environment can significantly affect end-user behavior. In some
studies, participants stated that they consciously engaged in risky
behavior that they typically avoided. Their reasoning for this was
that they were taking part in a study conducted by a university and
they were confident that the researchers would not allow them to be
harmed. This effect is even stronger if the experiment is conducted
in a lab using the lab’s own hardware, since there was a perception
that any negative effect would not affect their own property [24, 27].
The work we conducted on the ecological validity of end-user stud-
ies has shown significant differences in behavior between online
and lab studies, and critically that for certain research questions
lab studies are preferable but for others online studies [13]. All
these aspects are unknown for developer studies and also signifi-
cantly impact recruitment. While we have conducted a number of
lab, online and field studies, we have not run a direct comparison
yet. Work highlighting recruitment risks when conducting online
surveys with programmers can be found in [8, 10, 12]

2.1.6 Qualitative vsQuantitative. Finally, we want to encourage the
community to consider the effects of qualitative and quantitative
research. The same research question can often be studied using
both methods, but qualitative studies can often work with smaller
sample sizes, thus easing recruitment. An example of a study in
which we analyzed deception can be found in [9, 18, 19].

3 CONCLUSION
We have conducted a number of primary and meta-studies to shed
light on the effect of study design and recruitment. However, this
work can only be seen as a very first step and more diverse work
is needed to explore developer study design and recruitment from
different angles. We hope that, where possible, researchers con-
ducting a primary study will add a meta-study to help develop our
communities’ knowledge on study design and improve the scientific
quality of our work.
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